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B crarbe paccMOTpeHBI akTyaabHbIE HAIPABJICHUS MPETOAaBaHus TUCHUIITHHBI «bes-
OTaCHOCTH UH(OPMAITMOHHBIX CUCTEMY JIJISl CTY/IEHTOB Pa3IUYHBIX MPOPECCUOHATBHBIX TPa-
extopuii. [IpoBenen ananu3 mpukaza OALL Ne 130, mpenioxxeHbl npuMepbl 1a60paTOPHBIX
paboT, IPOEKTHBIX 33JJaHUN U METOAMYECKHUX 1Mo1Xx010B. OO03HAaUYEHbI IEPCIIEKTUBHI Pa3BU-
TUS JUCIHUILTUHBI C YY€TOM COBPEMEHHBIX TEXHOJIOTHI.
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The article discusses current trends in teaching the discipline “Information Systems
Security” to students of various professional trajectories. An analysis of OAC Order Ne 130
is provided, and examples of laboratory work, design tasks, and methodological approaches
are proposed. The prospects for the development of the discipline, taking into account
modern technologies, are outlined.

Keywords: information security; OAC Order No. 130; cybersecurity; educational
programs; SIEM; CTF.

1. BBenenue

PazBuTne nHGOPMAITMOHHBIX TEXHOJIOTHH COMPOBOXKIAETCS POCTOM Mac-
MTa00B M CJIOKHOCTH KMOEPYTrpo3, UTO MPeaoNpeesieT HE00X0IUMOCTh MO/~
FOTOBKHU CHELHUAIMCTOB, 001aJal0IINX KOMIIETEHIIUSIMHU B 00JIaCTH 3aILUTHI MH-
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¢dopmarmonnsix cucteM. B Peciy6nuke benapycs qannoe nanpasieHue peria-
MEHTHPYETCS PSIZIOM HOPMATUBHBIX MTPABOBBIX aKTOB, CPEAN KOTOPBIX 0c000e
3HaUYCHHE MMeeT mpuka3 OnepaTHBHO-aHAIUTHYECKOTO MeHTpa mpu [Ipes3u-
nente Pecyommku bemapycs (manee — OALL) Ne 130 [1], onmpenenstomnuii mo-
PSAIOK PETUCTpAliH, KiTacCH(PUKAINK U aHATN3a KHOSPUHIIUECHTOB. AKTyal-
3alus COJIeP’KaHusl TUCIUIUTMHBI «be30macHoCTh HHPOPMAITHOHHBIX CHCTEM)
o0ycioBlieHa HEOOXOIMMOCTBI0O WHTETPAlli HAITMOHAIBHBIX PETYJISITOPHBIX
TpeOOBaHMN ¢ MEKTyHAPOIHBIMHA CTAHIAPTAMH U JIyYITAMHU MTPAKTHKAMHU.

2. COBpeMeHHLIe HampaBJCHUSA NMpenoaaBaHUusA THCHAIIJINHBI

CoBpemeHHas mapaaurma npenojaaBaHus HHOOPMaIIMOHHOW 0e30macHo-
CTH U KHOEepOE30MacHOCTH ONpPEAEIAeTCs HEOOX0IUMOCThIO MTOATOTOBKH CIIe-
LMAJIMCTOB, KOTOPBIE JOJKHBI pEelIaTh 3a/1a4M KaK OPraHU3al[MOHHO-TIPABOBEIE,
TaK U IPUKIAJHOTO XapakTepa. B oOpa3oBaTenbHOI NpaKkTUKE L1eIecOo00pa3HO
BBIICIIUTD CIEAYIOIINE KIIFOUEBbIE HAIIPABIICHUS.

1. TeopeTnko-METOAOIOTUYECKOE HAPABIEHUE, B KOTOPOM CUCTEMATHU3HU-
PYIOTCSI 3HaHUA 00 yrpo3ax, YA3BUMOCTSX U CIoco0ax ux kinaccupukanuu. B
JAHHOM HANpaBJIECHUU MOYKHO HCIIOJIb30BaTh TaKue HHCTPYMEHTHI Kak MITRE
ATT&CK u CSV.

2. Kpunrorpapuyeckoe HampaBiIeHHE, B KOTOPOM MPUMEHSIOTCS COBpe-
MEHHBIE METO bl MUGPOBAHUS U Ay TEHTU(DHUKAIIMY OCHOBAHHBIE HA CTaHapTaxX
Pecnybnuku benapychs.

3. TexHHuYECKOe HaIpaBJIEHUE, B KOTOPOM HM3y4arOTCsl MPUHLMIbBI (DYHK-
[IMOHUPOBAHUS MEKCETEBbIX SKPAHOB, CUCTEM OOHApY>KEHUS U MpeloTBpale-
HUS BTOP>KEHUSI, CPEJCTB 3aIIUTHI OT aTak.

4. IIporpaMMHO-OPHEHTUPOBAHHOE HAIIPABJIEHUE, B KOTOPOM H3y4aeTCs
0e30macHoOe MporpaMMHUpPOBaHUE, ayAUT MPUIIOKEHUN U pa3BEPTHIBAHKE 3aIlIH-
MIEHHOU UH(PPACTPYKTYPHI.

5. IIpakTUKO-OpMEHTUPOBAHHOE HampaBlicHUE. B JaHHOM HalpaBiICHUU
U3yYaeTcsl UCIOJIb30BAaHUE TPOTrPAMMHBIX MTPOIYKTOB [0 OOHAPYKEHHUIO BTOP-
KEHUs U pacciienoBanus, Takue kak: SIEM, DLP, ckanep ys13BUMOCTH, «I1€CcOY-
HUIIa», a TaKXKe€ HACTPOIlKka MOJUTHK WMH(GOPMAIIMOHHOW O€30MacHOCTH, CO-
rJIaCHO rpymnmnam 0e30MacHOCTH U MOZEIMPOBAHUE aTak.

6. Hayuno-uccnenoBarenbckoe HampaieHue. JlaHHOE HalpaBieHUE
HEOOXOUMO ISl CAaMOCTOSATEIBHOTO MOBBIILIEHUS! YPOBHSI KOMIIETEHLIUU CTY-
JIEHTOB C TTOMOIIBIO BBITIOJIHEHHE KYPCOBBIX U pedepaToB Ha TEMATUKY aKTy-
aJbHBIM HOBBIM YSI3BUMOCTSM U MPOUCIIECIIIUM KUOSPUHIUACHTOB.

CoBpeMeHHbIE 00pa30BaTEeIbHBIC MPOTPAMMBI IOJDKHBI YIUTHIBATH Pa3iIH-
yye B MPOQMISX MOJATOTOBKH CTYACHTOB, JaK€ €CJIM OHU M3Y4aloT OJIHY U TY
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KC TUCHUIIIINHY. B koHTekcTe KypcCa «be3omacHoCTh I/IH(I)OpMaHI/IOHHLIX CH-
CTCM» MOJKHO BBIACINTH ABAa KPYIIHBIX HAIPABJICHUSA: CTY ACHTBI-IIPOIrpaMMHU-
CTbI U CTYACHTHBI-CIICHHUAJIMCTEI 110 KH6ep6€30HaCHOCTI/I.

3. HanpasJieHus1 cogeprkaHusl JUCUUILIMHBI JIJIS1 PA3JIMYHbIX
HAIIPABJICHU U

J1J1s CTyIE€HTOB, Ubsi OCHOBHAS JIEATEILHOCTh CBSI3aHa C pa3paboTKoM Mpo-
IrpaMMHOTO obOecrieueHns, HeoOX0IUMO JIeJiaTh aKIEHT Ha WHTErpamuio 0e3-
OMAaCHOCTH B MPOIECC Pa3pabOTKHU: CTYJEHT JIOJDKEH HE MPOCTO BIAACTh S3bI-
KaM# MPOTPaMMHUPOBAHUS, HO ¥ MIOHUMATh, KaKUE OIMTMOKU BEAYT K KpUTHYE-
CKHM YSI3BUMOCTSAM M KaK UX MPeAoTBpaTuTh. Ha OCHOBaHUM 3TOr0 mpeameT
JOJKEH COJIEPKaTh CIAEAYIOLIUE MOYJIN:

— Oe3omnacHas pa3pab0oTKa — OCBOEHHUE METOANK 0€30MaCHOIO MPOCKTHU-
POBaHUSI U TECTUPOBAHUS MPOTPAMMHBIX MPOAYKTOB. J[aHHBIN acleKT BKIIIO-
yaeT B ce0s paboty ¢ npaktukamu OWASP, npuMeHeHue CTaTUueCcKOro U JIu-
HAMUYECKOTO aHaJin3a KOJia, UCTIOJIb30BAHUE WHCTPYMEHTOB JJIsl BBISBICHUS
YSA3BUMOCTEM;

— kpunrorpaduueckue OUOIMOTEKHM M MPOTOKoJbl. [loHnManue mpa-
BUJILHOTO MPUMEHEHHSI CTAaHIAPTHBIX CPEACTB MU(poBaHUs, ayTeHTU(PUKAITAN
U 1IU(GPOBOI MOAMUCH B IPUKIIAAHBIX CHCTEMAX;

— NOpUHIUIIBI 0€30macHOM apXUTEKTyphl. [IpoekTupoBaHUE TPUIIOKE-
HUW C MUHMMHU3AUUEN BO3MOXHBIX TOYEK OTKa3a U yI3BUMOCTEN, IPUMEHECHUE
KoHuUenuu Zero Trust, MUKpOCEPBUCHOW O€30MACHOCTH;

— TMpakTUYeCcKHe HaBBIKK. [IpakThyeckue 3aHATUS MOTYT BKIIOYATH
Hanucanue 6ezonacHeix REST API, BHeapenre MHOrogakTopHOi ayTeHTUPH-
Kalliy, HCMOJb30BaHUE Oe30MacHbIX KoHTeHHepHbIX pemenuii (Docker,
Kubernetes).

CtyneHThl, OpUEHTUPOBAHHBIC HA 3aITUTYy WH(OOPMAIIMOHHBIX CHCTEM B
LIEJIOM, JTOJ>KHBI KOMILUIEKCHO OIEHHUBATh YPOBEHb 3AIIUIIEHHOCTH CHUCTEM U
yIpaBisATh MPOIECCOM peardupoBaHUsl Ha WMHIUJCHTH. Ha ocHOBaHMU 3TOTO
MOKHO BBIJICJIUTH CIIEAYIOIINE HAPABICHUS MTPEAMETA:

— MOHWUTOPHUHT M pearpoBaHHUE HA WHIMJCHTHL. B 3TOM HampapiieHUM
CTYJEHTHI U3y4aT MPUHIUIIEI PAOOTHI IIEHTPOB KNOEPOE30MaCHOCTH, IPUMEHE-
nue SIEM-cuctem, METO/ bl aHAIHM3a KYPHAJIOB U CETEBOTO Tpaduka [2, 3];

— ymOpaBJIeHHE PUCKAMH M COOTBETCTBHME HOPMATHUBHBIM TPEOOBAHMSIM
npeArnoiaraeT u3yuyeHue CTyeHTaMu OeJI0PYyCCKUX PErIaMEHTOB (B TOM YHUCTIE
npukaza OAL] Ne130), a Takxe mexaynapoanbix cragaapto ISO/IEC 27001,
NIST Cybersecurity Framework [4, 5];
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— METOJbI U CPEJICTBA 32Tl UHPOpMalMu. B 3TOM HampaBieHUH cTy-
JI€HTHI TOJDKHBI YYUTHCS UCIOJIb30BaTh U HACTPAaUBaTh MEKCETEBbIE IKPAHBI,
cucTeMmsl npenoTBpaieHus sropxxkenuit (IDS/IPS), DLP, antuBupycHbIX perie-
HUI KOPIOPAaTUBHOIO YPOBHS [6, 7];

— IpaKkTHYeCKHe HaBbIKU. [[pakTryeckue 3aHsITHS MOTYT BKJIFOYATh aHAa-
JIM3 BPEIOHOCHOTO MPOrPaMMHOTO OOECTeueHus, MOJICIMpOBaHNe KubepaTak
(¢putmmnr, SQL-unbekumn, XSS), npoBeieHne TECTUPOBAHUS Ha TPOHUKHOBE-
HUS ¥ pa3pabOTKy CIEHAPUEB pearupoBaHUsl.

[TogoGHoe pasneneHue coliep>kaHusl TUCHUILIMHBI OMPaBIaHo IO ClIeTy-
IOLUM MTPUYHHAM.

— Paznuune npodeccronanbHbix Tpaekropuil. [IporpamMmuctsl OyayT co-
3/1aBaTh MPOTPAMMHBIE MPOAYKTHI, a crienuanuctol no b — ux 3amumars
1 o0ecneynBaTh KOHTPOJIb (DYHKIIMOHUPOBAHUA. YHHU(PUKALMS MOAXO0AA
npuBesa Obl K Ype3MEPHOU MOBEPXHOCTHOCTH MOATOTOBKH.

— Pasnble HaOopbl koMOeTeHUMN. /{151 TPOrpaMMHUCTOB BaXXHO HAYUYHUTHCS
UHTErPUPOBATh 3aLIUTHBIE MEXAHU3MBI B KOJ, TOT1a KAK JUIs CIELUau-
ctoB 110 b mpuopuTeTom sIBIIIeTCS NOHUMaHUE apXUTEKTYPbI yIpo3 U aji-
MUHHUCTPUPOBAHUE CUCTEM O€30IaCHOCTH.

— IlpakTnueckas BocTpeOOBaHHOCTh. PaboTonaTenu 0xuAaoT OT MporpaM-
MHCTOB YMEHMS MUACATh 3AIUIIEHHBIA KO, a OT crienuaiuctos no b —
CIIOCOOHOCTH OOHApY’KMBaTh U MpenoTBpamiath ataku. CienoBaTeiabHoO,
y4eOHBIN IpoLece JOJKEH OTBEYATh 3alpocaM pPbIHKA TpyAa.

— DddexTuBHOCTH 0O0pazoBarenbHOrO Mpoiecca. uddepennnanys mo3Bo-
JsIeT U30eXKaTh MEePErpy3KH CTYACHTOB U30BITOYHOM HH(OpMaIuei, KoTo-
pasi He UMeeT PSIMOro OTHOILEHUS K UX OyayIien npoeccuoHanbHOM Je-
ATEIILHOCTH.

Taxum 06pa3om, pazrpaHudeHue cojepkaHus Kypca «be3onacHOCTh UH-
(opMaIIMOHHBIX CUCTEM» B 3aBUCUMOCTH OT MPOQUIISL HOATOTOBKU HE TOJIBKO
000CHOBaHO, HO M HEOOXOAUMO Jis (OPMUPOBAHUS CIEIUAIMCTOB, CIIOCOO-
HbIX 3()PEeKTUBHO PabOTaTh B PEAIbHBIX YCIOBUSX.

4. Metoanuyeckue MOAX0AbI K NPEnoAaBaHUI0 TUCHHUILIUHbI
«be3onacHOCTb MHPOPMALMOHHBIX CHCTEM»

[IpenonaBanue quCHUIITUHBI «be30MacHOCTh HHPOPMALIMOHHBIX CUCTEMY
TpeOyeT coueTaHus pa3IMuHbIX METOJUUYECKHUX MOJX0A0B, KOTOpbIE 0Oecneyu-
BAIOT HE TOJBKO YCBOCHHME TEOPETHUUECKOro MaTepuajia, HO U (hopMHpOBaHHE
MPAKTUYECKUX HaBBIKOB, BOCTPEOOBaHHBIX Ha pbIHKE TpyAa. [loaTomy meneco-
00pa3HO JUCHUIUIMHY Pa3esIuTh Ha CIEAYIOLIUE MOIYJIIH.

1. JlekunonHbld MOayb. Jlekuuu mpeacTaBisioT co00i OCHOBY Kypca,
o0ecreunBasi CHCTEMATH3ALMIO 3HAHUI O KIIFOUEBBIX NOHITHUSIX, HOPMATHUBHBIX
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TpeOOBAHUSIX U COBPEMEHHBIX TEHJICHIUSIX B 00J1acTh MHGOPMAIIMOHHOMN 0e3-
onacHocTu. Ux 3amaya 3akirogaeTcss B QOPMUPOBAHUU Y CTYJEHTOB IEJIOCT-
HOTO MPEACTABJICHUS O MPEAMETHOM 00JACTH, 3HAKOMCTBE C HAIlMOHAIbHBIMU
PEryJIsTOPHBIMU JOKYMeHTaMHu (Haripumep, npuka3z OALl Ne130 [1]) u mexmay-
HapoaubivMu crannaptamu (ISO/IEC 27001 [3], NIST CSF [4]). BaxHbIM sBIIsI-
€TCsl BHEJIPEHHE B JICKIIMOHHBIM KypC 3JIEMEHTOB MPOOJIEMHOTO U3JI0KEHUS U
aHAJIUTUYECKUX 0030pOB, MO3BOJISIIOIIUX CTYIACHTaM CaMOCTOSITEIbHO BBISB-
JSATh 3aKOHOMEPHOCTH B pa3BUTUU KHOEPYTpO3 U CPEACTB 3aAILUTHI.

2. Cemunapckuii Mo1ysib. CEeMUHAPCKHE 3aHATHUS HAIIPABIICHBI HA PA3BUTUE
HABBIKOB KPUTUYECKOTO MBIIIJIEHUS U aHAJIN3a MPAKTUYECKUX KEHCOB. 3/1€CH Lie-
Jecoo0pa3Ho 00CyKIaTh pealibHble KNOEPUHLIMAEHTHI, PACCMATPUBATh MPaBO-
IPUMEHHUTEIBHYIO IPAKTUKY M IPOBOAMTH TUCKYCCUU IO ITHYECKHUM ACIIEKTaM
UH(POpPMaIMOHHOM Oe30macHOCTH. B kauecTBe METOAMYECKUX MPUEMOB MOTYT
UCMOJIb30BaThCS J1e0aThl, aHAIN3 CyAEOHBIX eI, padoTa ¢ OTKPBITHIMUA OTYE-
tamu (Hanpumep, DBIR [5]). Tako#t ¢popmaT cTUMyIupyeT CTyACHTOB K CaMo-
CTOSITEJIbHOMY IOUCKY PELIEHU 1 00OCHOBAHUIO CBOMX MO3ULIUIA.

3. JIaGopatopHbIii Moay:Ib. [IpakTHdueckue 3aHATHS SIBISIFOTCS KIFOUEBBIM
AJIEMEHTOM NOAroToBKH. JlabopaTopHbie pabOThI AOHKHBI OXBATHIBAThH IIUPO-
KMl CIIEKTp 3aJa4: OT HACTPOMKM MEXKCETEBBIX 3KPAHOB U CHCTEM OOHapyxe-
HUA aTaK J0 aHaJu3a )KypHAJIOB COOBITUI U MpoBeeHus (hopeH3uku. s npo-
IPaMMHCTOB yYIIOp JI€TAETCS Ha BBISBJICHUH YSI3BUMOCTEN B KOJIE U O€30MacHOM
nporpammupoBanu (OWASP Top 10 [4]), a quist cienpainctoB 1o kubepoes-
OMAacHOCTHU — Ha ucnoiib3oBanuu nuHcTpymeHToB SIEM, IDS/IPS u cpencts ana-
nu3a Tpaduka. BaxxHo, 4ToObI 1abopaTopHbIC 3aaHUs UMEH TOIIArOBYIO Me-
TOJIMKY BBITIOJIHEHUS U 3aBEPILATIUCh MUHU-OTYETAMU, POPMUPYIOLIUMH Y CTY-
JICHTOB HaBbIKU JIOKYMEHTHUPOBAHUS CBOEH padOTHI.

4. IIpoektHblil MOy b. [IpoeKTHAS NEATEIBLHOCTD MTPEAIOIATAET BIOIHE-
HHUE 3a/IaHUI, HAIIPABJICHHBIX HA MHTETPALNIO TEOPETHUECKUX U MPAKTHUECKUX
3Hanuil. [[pumepbl TakKUX MPOEKTOB MOXKET OBITh: pazpaboTKa periameHTa nHpop-
MAallMOHHOW 0€30MacHOCTH JIs1 y4eOHOTO MOApa3/IeNIeHHs], CO3/1aHue MIPOTOTUIIA
3alUIIEHHOTO BEO-TIPUIIOKEHUS, MOJIETIMPOBAHNUE CLIEHAPUEB pearupoBaHusl Ha
UHIMIEHTBL. PaboTa B MPOEKTHBIX IpyIax Mo3BOJIsieT ChOPMUPOBATh HABBIKU
KOMAaHJTHOM J€ATENbHOCTH U YIPABJICHUS pacpeeIEHHBIMU 3a/1a4aMHU, YTO 0CO-
OCHHO aKTyaJIbHO JJIsl Oy AYIIMX CHEIUAIMCTOB B chepe KnbepOe30nacHOCTH.

5. CopeBHOBaTENbHBIN MOAYb. COBPEMEHHBIE METOJAUKH MTPENOAABAHUS
OpeanojaraloT MCHOJb30BaHUE HWIPOBBIX M COPEBHOBATENBHBIX (POPMATOB
(CTF, Red Team vs. Blue Team). 3Tu moaxoapl MO3BOJISIOT CTYIEHTaM pado-
TaTh B YCJIOBHSX, MAKCUMAJIBHO MPUOIMKEHHBIX K pealbHbIM KHOEpaTakaMm.
®opmat CTF cnocobcTBYeT 3aKpernieHHIO HaBBIKOB MOMCKA YSI3BUMOCTEN U UX
YCTPAHEHMS, a CLIEHAPUU «KpPacHas KOMaHJa MPOTHUB CHHEW KOMaHIbD) y4yaT
B3aMMOJICHCTBHUIO MEXY aTaKyIOLIEH 1 000POHSIOIEHCS CTOPOHAMM.
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6. nHOBanmoHHble (hopmbl 00ydeHus. IlepcrieKTUBHBIM HalpaBlIEHUEM
ABIISIETCS BHEAPEHHUE JUCTAHIIMOHHBIX Ja00PaTOPHBIX KOMIIEKCOB M KHOEpIo-
JIUTOHOB, TJ€ CTYACHTHI MOTYT OTpa0aThIBaTh MPAKTUYECKUE CIICHapuu Oe3
IOPUBSI3KU K (pusnueckoil nHppacTpyKkType. JOmoJIHUTENBHO MOKHO PacCMOT-
PETh UCTIOIB30BAHUE AAANTUBHBIX 00PA30BATEIBHBIX IIATPOPM, KOTOPBIE MTOJI-
CTPAaMBAIOT CIOKHOCTh 33JJaHUI NIOJI YPOBEHb 3HAHUH 00y4arOlIXCs.

5. 3akaouenue

[IpenogaBanmne guctUIInHb «be3omacHOCTh MHOOPMALIMOHHBIX CUCTEMY
ABJISIETCS] KJIFOUEBBIM AJIEMEHTOM MOATOTOBKH cielHaInCTOB. Onopa Ha HalM-
OHaJIbHBIE peryysiTopHbie akThl (puka3z OALL Ne 130) oGecnieurBaeT COOTBET-
CTBHE HAI[MOHAJILHBIM TPEOOBAHUSIM, a MHTETPALlU MEXTYHAPOIHBIX CTaHIap-
TOB (hOpMHPYET YHUBEpCAIbHbIE KOMIIETeHUMHU. Pa3znenenue mno npodeccuo-
HaJbHBIM TPACKTOPUAM (IPOrPAMMMCTBI, CIIELHAIMCTHI M0 KHOepOe3onacHo-
CTH) MO3BOJIIET YUYUTHIBATH CHCIUPUKY AEATEILHOCTH, a MOJYJIbHBIN METOIU-
YeCKUI MoaXo/ 00ecreynBaeT NPeeMCTBEHHOCTh 3HaHUH.
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