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N KOHOUJIEHIHNAJIBHOCTHU B BBICOKOCKOPOCTHBIX
CETJAX HOBOI'O IIOKOJIEHUA
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B pabote uccnenyrorcs kpunrorpapuuecKkue METO[bl 3allUThl JaHHbIX B 5G-ceTsX,
BKJIFOYAsl aJITOPUTMBI IIU(PPOBAHMSL, TPOTOKOJIbI Ay TEHTU(PHUKALIMHN 1 MEXaHU3MbI 00€CIIeUeHUs
KOH(UIEHIIUATBHOCTH. AHAJIM3UPYIOTCS COBPEMEHHBIE YIPO3bl, TAKHE KaK MepexBaT CUrHa-
JIOB B PaJIMOKAHAJIEC U YA3BUMOCTH B apXUTEKTYpE CETEBBIX CETMEHTOB. PacCMOTpeHBI CTaH-
naptel 3GPP u nmepcriekTHBHBIE HAIIPABIEHHsI, B TOM YUCIIE TOCTKBAHTOBAsI KpUIITOTpadusl.

Kntouegwle cnosa: 5G; xpunrorpadusi; HHGopMaMOHHAs 0€30M1aCHOCTb; ayTeHTU(U-
Kauus; mudpoBaHue.

CRYPTOGRAPHIC METHODS FOR DATA PROTECTION IN 5G
NETWORKS: ENSURING SECURITY AND PRIVACY IN NEXT-
GENERATION HIGH-SPEED NETWORKS

R. K. Dryhel, E. I. Vakar, S. N. Nesterenkov

Belarusian State University of Informatics and Radioelectronics,
Minsk, Belarus, romanbratishkingg(@gmail.com

This study investigates cryptographic methods for data protection in 5G networks,
including encryption algorithms, authentication protocols, and confidentiality mechanisms.
The analysis focuses on contemporary threats, such as radio signal interception and
vulnerabilities in network segment architecture. The work examines 3GPP standards and
explores emerging directions, particularly post-quantum cryptography.

Keywords: 5G; cryptography; information security; authentication; encryption.
1. BBenenue

Certu nsitoro mokonieHus (5G) o06ecrneunBarOT BBICOKYIO CKOPOCTH Tepe-
Ja4¥ TaHHBIX U HU3KUE 3aJICP’KKH, HO TIPU 3TOM CO3JaI0T HOBBIE BHI3OBHI B 00-
JacTi HHPopMaIoHHOM O6e3onacHocT. Kpunrorpadguueckie METOAbI UTPAIOT
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KJIIOYEBYIO POJb B 3alIUTE KOH(UICHIIMAIBHOCTH U LIEJIOCTHOCTU JaHHBIX.
Lenb naHHOM pabOTHI — aHAJIU3 COBPEMEHHBIX KPUNTOTpadhUIeCKUX PeIIeHui
g 5G, Briroyas ux 3¢(HEKTUBHOCTh NPOTUB AKTYalIbHBIX YIPO3 U IEPCIEK-
THUBBI pa3BuTus. B crarbe paccmarpuBarorcsi crangaptsl 3GPP, anroputmel
MUQPPOBAHUSI U METOIBI ayTEHTU(PHUKAIINH, a TAKXKE 00CYKAAI0TCSA MPOOIEMBI
BHEIPEHUS U IIyTU UX PELLEHUS.

2. ¥Yrpo3sbl 6e3onacHoctu B SG-ceTsix

Apxurektypa 5G, HECMOTpPsI Ha CBOM IPEUMYILECTBA, CTAIKUBAETCS C Ce-
PBE3HBIMU BBI30BaMU B 00J1aCTH Oe301acHOCTU. Bricokast cTeneHns BUpTyain3a-
LMY, UCTIONB30BAaHUE MPOTrpaMMHO-onpeaensemMbix TexHonaorud (SDN/NFV) u
MaccoBoe noakiatodeHue [oT-ycTpoilcTB co31at0T HOBBIE YA3BUMOCTH, KOTOPBIE
TpeOyIOT HTHHOBAIIMOHHBIX MOJXO0/0B K 3aIlIUTE TaHHBIX.

Ha ¢usnueckom ypoBHE 0JHONM U3 Hambosee pachnpoCTpaHEHHBIX YIpo3
OCTaeTCs BO3/ICHCTBUE Ha OECIIPOBOIHOM KaHas cBsi3u. Hanpumep, TexHomorus
IMSI-cauddunra, n3BectHas emie co BpemeH 4G, 3BOIOLUOHUPOBAIA Onaro-
Japsi TPUMEHEHUIO MPOrpaMMHO-OTpeiesieMbix paguomonyneir (SDR). 3mo-
YMBIIUICHHUKH MOTYT Pa3BepThIBATH MOJJICIBHBIE BBIIIKK COTOBOM cBsi3H (false
base station), KOTOpble UMUTUPYIOT JISTUTUMHBIE, YTO TIO3BOJIAET MEPEXBATHI-
BaTh Tpaduk moawb3oBarenei. [lo manaeiM uccnenoBanuit 2023 roga, Takue
aTaku ctayiu Ha 25% yaille Mo CpaBHEHUIO C MPEABAYIIUM rojom [1].

BupryanusupoBanHas uHppacTpykrypa S5G, BKIIOYas CETEBbIE CPE3bl
(Network Slicing), Takxe ys3BuMa. Ataku Ha koHTpoJuiepsl OpenFlow Moryt
MPUBECTH K KOMITPOMETAITUH IIEJbIX ceTMEeHTOB ceTu. Hampumep, B 2022 roay
Obuta oOHapyxeHa ys3BuMocTh CVE-2022-27578, mo3Bosstomiasi 3710yMbIIII-
JIEHHUKaM HapylIaTh U30JISIUI0 MEXIY Cpe3aMu. ITO 0COOEHHO KPUTHYHO JIJIs
npombllUIeHHbIX [oT-pemenui, Tae yreuka JaHHBIX MOYKET IPUBECTH K Kara-
cTpouuecKkuM mociaencTBusm [2].

Edge-Borunciiennsi, HECMOTpPSl Ha CBOM MPEUMYIIIECTBA, TAKXKE MOJIBEpra-
1otcst atakam. [lepudepuiinbie y3ibl 00/1a1al0T MEHBIITUM YPOBHEM 3alllUThI,
YeM LEHTpaJIn30BaHHbIE cucTeMbl. Hampumep, B oqHOM u3 keiicoB 2023 rona
XaKepbl UCIOJIb30BAIM YS3BUMOCTH B edge-ycTpoicTBax A 10CTyna K JaH-
HBIM MequiMHcKkuX loT-maTunkoB.

Cpenu 3J10yMBIIIJIEHHUKOB MOYKHO BBIJICIUTh TP OCHOBHBIE T'PYIIIIBI: KH-
OepIpeCcTyMHUKY, HalleJICHHbIE Ha (PMHAHCOBYIO BBHITOY; XaKTUBUCTHI, CTPEMSI-
HIMecsl HapyLIUTh padOTy CEPBUCOB; U TOCYAAPCTBEHHbBIE aKTOPbI, 3AUHTEPECO-
BaHHbBIC B CJIeKKe. Kakmas U3 3TUX Tpynn UCHOJIb3yeT YHUKATIbHBIE METObI,
970 TpebyeT nuddepeHnnpoBaHHOTO MOAX0AA K 3aITUTE.
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3. Kpunrorpadguueckue meroanbl 3amuthl B SG

besonacnocTts maHHBIX B 5SG obecrneynBaeTcsi KOMOMHAIIMEH MPOBEPEH-
HBIX ¥ HOBBIX KpUINITOrpaguueckux pemeHnii. OCHOBY COCTaBISIFOT MIPOTOKOJIBI
ayTeHTU(UKAINH, aJITOPUTMBI MU(DPOBAHUS M MEXaHU3MBbI 3aIIUTHI UICHTUDH-
KaToOpOB, aAaTHPOBAHHBIE MO/ BBICOKOCKOPOCTHBIE CETH.

s ayrentuduxanmu B SG MpUMEHSIETCS yCOBEPIICHCTBOBAHHBIN MPOTO-
kol 5G AKA, KOTOpBIil yCTpaHSIET MHOTHE YSI3BUMOCTH CBOMX IPENIIECTBEH-
HUKOB. B omiiune ot EPS-AKA, ucnionibzyemoro B 4G, HOBBIN POTOKOJ BKJIIO-
yaeT cxemy SUCI, rae noctosuubit unentudukarop SUPI mudpyercs ¢ momo-
mpi0o ECIES Ha ocHOBe aimuntuueckux Kpubbix (yamie Bcero Curve25519).
Ot1o cHmxkaet puck nepexsara IMSI. [{ns [oT-ycTpoilcTB caMbIM pacrpocTpa-
HEHHBIM siBiisieTcs nmpotokosl EAP-TLS ¢ ceptudukaramu X.509, paborarorniuii
Ha OCHOBE B3aUMHOM ayTeHTU(UKamu [3].

udpoBanue gaHHBIX B 5G CTPOUTCS HA aNropuTMax, ONTHMHU3UPOBAH-
HBIX JUISl BBICOKOM IPOM3BOAUTEIBHOCTH. B MOJB30BAaTENBCKOM IIIOCKOCTH
HauOosee pacrpocTpaHeHHbIM siBIsieTcst AES-256 B pexxume GCM/GMAC, ko-
TOpbI 00ecrneuynBaeT U KOH(QUIECHIMAIBHOCTh, U LEJOCTHOCTh AaHHBIX. J{Jis
COBMECTUMOCTH C YCTApEBIIMM OOOpPYIOBAHHEM COXpPAaHSETCA MOAAEPHKKA
SNOW 3G u ZUC. HHTepecHO, 4TO UCIOIB30BAHNUE ANIMAPATHOIO YCKOPEHUS
(AES-NI) nmo3Bonsier qocturars ckopoctu mudposanus a0 40 Gbps, uto kpu-
TUYHO JIJIs1 CETEN C HU3KHUMM 3aJIep>KKaMHu [4].

Crannaptel 3GPP nmpegycmarpuBator 3ammury uaeHTH(GUKATOPOB UYepes
cxemy SUPI/SUCI.

[lepcrieKTUBHBIM HAIMPABICHUEM SIBIISIETCSI BHEIPEHUE IMOCTKBAHTOBOM
kpunrorpabuu. B Hacrosiiee BpeMsi TECTHPYIOTCS alTOPUTMbI, TaKUE Kak
Kyber (a1 xiroueBoro cornamienust) u Dilithium (muist mudpoBeIx moamuceit).

4. Peaqu3anus U CTAaHAAPTU3ANMSA KPUNTO3ANUTHI B 5G

Pa3paboTka u BHeapeHue kpunrtorpadguueckux MerooB B SG-ceTsx ocy-
LIECTBISAETCSA B paMKaxX MEXIyHAapOAHBIX CTAHAAPTOB U OTPACIIEBBIX COITIAIIE-
Hu. OCHOBHBIM PETYIHUPYIOIIMM JOKYMEHTOM BBICTYNAIOT CHELH(PUKAIIH
3GPP, koTOpbie ONPEAENSIOT APXUTEKTYpY O€30MaCHOCTU U 00s3aTeNIbHbIE K
OPUMEHEHUIO KPUNITOAITOPUTMBL. B cepun pennsoB 15-17 ObLM 3aKkpernieHsbl
KJIF0YEBbIE TPEOOBAHMS K 3aLIUTE MOIb30BATEIbCKUX JAHHBIX, CUTHAJIM3AINY U
ceTeBOi MHPPACTPYKTYPHI.

Apxutektypa Oe3omacHocTd 5G MOCTpoeHa IO MPHUHIMIY CEPBHUC-
opueHTupoBaHHOW Mozgenu (SBA), rae kaxaplii (yHKIIMOHAJIBHBINA AJIEMEHT
OTBEYAET 332 KOHKPETHBIE AaCHEKThl 3alMThL. L[eHTpanbHYIO pOJIb HUIParOT
cnenytomnue kommoHeHThl: SEAF (Security Anchor Function) oGecnieunBaet
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HauajnpHylo ayTeHTHUduKanuio ycrpoiictB, AUSF (Authentication Server
Function) ympaBnsier mnpoueccamu Bepudukanuu, a SIDF (Subscription
Identifier De-concealing Function) orBeuaer 3a 00paOOTKy 3allUIICHHBIX
uaeHTuukatopoB. Takoe paszaeneHre  (QYHKIUN  MO3BOJISIET THOKO
MacIITabMpoBaTh CHCTEMY 3alllUTHI MPU COXPAHEHWW EIWHBIX CTAaHIIAPTOB
0€30MacHOCTH.

CnoXHOCTh MpeACTaBIseT 00ECIeUeHUE COBMECTUMOCTH MEXIYy 000py-
JIOBaHHEM pa3HbIX BeHIO0pOB. [IpobreMa mposBIsSeTCs MpH peann3aluu Kpuil-
TorpaduuecKuX MPOTOKOJIOB, TakuX Kak 5SG AKA, rue naxke He3HAYUTEIHHBIC
OTKJIOHEHUS B MHTEPIPETAINH CTAHAAPTOB MOTYT MIPUBECTH K HAPYIIICHHSIM pa-
0otel cetu. g pemenus stoil mpobnemsl GSMA pa3pabortana nmporpammy
cepruduKkanuu 6€30MacCHOCTH, BKJIIOYAOIIYI0 TECTUPOBAHUE MEKBEHIOPHON
COBMECTUMOCTH KpHUIITOrpaduuecKux peaiusanuii [5].

CpaBHUTeIbHAS XapPAKTEPUCTUKA METO/10B

. I1

Merton 3amuThl ANTropuTMBI YpOBEHBb CTOMKOCTH p HM?E}GHHG i
AyTteHTuhUKaIUS 5G AKA, EAP-TLS Bricokuii Bce coenubuenus
[IIndposanue . I1 -

bp AES-256, ZUC Bricokuii O/b30BATCII
JTAHHBIX CKas IJIOCKOCTh
3amura ECIES . HauannHas
Bricokuii
UICHTUDUKAIUU (Curve25519) perucTpanms
ITocTkBaHTOBAsK s - b
Kyber, Dilithium SKcnepMMveHTanL YAyLIue

3aIuTa HBIN peanuzanuu

Ipumeuanue. CpaBHUTENIbHASA XapaKTEPUCTHKA OCHOBHBIX METOJIOB 3aILIUTHI.

5. IIpo0JieMbl M OTPAHMYECHUSA COBPEMEHHBIX KPUNITOrpaguueCKUX
pelieHui

Peanuzanus kpunrorpaduueckoi 3ammThl B SG-CETAX CTATKUBACTCS C Psi-
10M (yHIAMEHTAJIbHBIX U MPAaKTUYECKUX orpaHuueHuil. OCHOBHON mapajokc
COBPEMEHHOM 3aIIUThI JAHHBIX 3aKJII0UAETCS B HEOOXOIMMOCTH OalaHCUPOBATh
MEXIY KPUIITOCTOMKOCTBIO U MPOU3BOAUTEIBHOCTBIO B YCIIOBUSX KE€CTKHUX
TpeOOBaHUI K 3a7CPIKKAM.

[Tpou3BoAUTENHLHOCTh KPUOTOrpa(hUUECKUX aJTOPUTMOB OCTACTCS KITIO-
YEBBIM Y3KUM MECTOM I BBICOKOCKOPOCTHBIX S(G-cerei. Jlaxe mpu UCIonb-
30BaHMHU annaparHoro yckopenus (AES-NI, kpunrorpaduueckux conpornecco-
POB) JIONOJIHUTEIBHBIE 3aJ€P>KKHU OT onepauuid mudpoBaHus/aemruppoBaHus
MoryT aocturarb 10—15% ot oOmiero Bpemenu 006padoTku naketa. OcoOeHHO
OoCTpo 3Ta mpobiema IposBisieTcs B edge-BhIUUCICHUSX, T1e TPeOOBaHUS K
low-latency kOH(MIMKTYIOT ¢ HEOOXOUMOCThIO 0OecIiedeH s 0€30MacHOCTH.
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DHepronotpediienne Kpunrorpadhuyeckux ornepanui SBIsSeTCs KpuTude-
ckuM (pakTopoM 111 MaccoBbIX loT-ycTpoiicTB. Peanu3zanus moHOLEHHOM 3a-
IIMTHI HA JATYUKAX C OTPAHUYEHHBIM SHEPTroOIOHKETOM YacTO MPUBOIUT K CO-
KpalieHuto cpoka pabotsl 6arapeu Ha 30—40%.

COBMECTHMOCTB C YCTapeBIIMM OOOPYIOBAHUEM CO3JAET JOMOIHUTENb-
HbIEe pUCKHU Oe3omacHocTH. Heo0XoMuMOCTh MOANEPKKU CTAPhIX aIrOPUTMOB
(SNOW 3@, Kasumi) g5 o6patHO#t coBMecTUMOCTH ¢ 4G-yCTpoiCcTBaMu pac-
IUPSIET TOBEPXHOCTH JJIsl MOTEHIIMANIbHBIX arak. CTaTUCTUKA MMOKA3bIBAET, UTO
okoio 35% ycnemnbix atak Ha ruOpuanbie 4G/5G-ceTu UCTIONB3YIOT YSI3BUMO-
CTH B yCTApEBIIUX KPUNITOrpaduIECKUX MPOTOKOIAX.

Peanu3zanusi moCTKBAaHTOBOM Kpunrtorpaduu CTAJIKUBACTCA C TEXHUYE-
ckumu ciaokHoctamu. Anroputmbl NIST PQC (Kyber, Dilithium) tpebyror B
10—-100 pa3 60sbllle BHIYUCIUTEIBHBIX PECYPCOB 110 CPABHEHUIO C TPATUIIUOH-
Hoit ECC-kpuntorpadueii. Pazmep kirodeit 1 nmoamnucei yBelInduBaeTcs B 4—5
pas, 4To CO37aeT MPOOIEMBbI JJII CATHAIBHBIX COOOIIEHUH C KECTKUMU OTPaHU-
YEHUSAMU Ha JJIMHY [TaKeTa.

Perynsitopubie TpeOoBaHMS B pa3HBIX CTpaHaX CO3/AIOT JIOMOJHUTEIbHBIC
CJIIOKHOCTH 151 pa3padoTunkoB. B EBporie 0CHOBHBIM OpUEHTUPOM CITYXkKaT pe-
komennauuu ENISA, B CIHIA — crangaptel NIST, a B Kutae — cnenuduxarum
CCSA. Paznuuus B TpeOOBaHUSX K JJIMHE KIIIOUYEH, JOMYCTUMBIM aITOPUTMAM
Y MEXaHHW3MaM BOCCTAHOBJICHUS TAHHBIX BBIHYXIAIOT MPOU3BOUTEINEH CO3/1a-
BaTh peruoHalIbHbIC Bepcuu o0opynoBanus. Emé oqHoit nmpobieMoii sBiaseTcs
CO3/1aHHE «OPKIOPOB»: B HEKOTOPBIX CTpaHaX 3aKOHOAATEIBCTBO OOS3bIBAET
OTIEPaTOPOB MPENOCTABIATH MPABOOXPAHUTEIIBHBIM OpraHaM JIOCTYII K 3amud-
POBaHHBIM JIaHHBIM.

[lepcriekTUBHBIE HAIIPABICHUS TMPEONOJIEHUS BCEX ITUX OrPAHUYCHUIN
BKJIFOYAIOT:

- pa3BUTHE KBaHTOBO-0Oe30macHbIX lightweight-anroputmos;

- anmnaparHble YCKOPUTEIH HOBOTO MOKOJIEHUS;

- TUOpHUIHBIE KPUTITOCUCTEMBI C aJJalITUBHBIM YPOBHEM 3aIIUTHI,

- TEXHOJIOTUU KOH(UICHITUATBHBIX BEIUUCIICHUM;

- ctangaptusupoBannbie API miis kpuntorpaduueckux CEpBHUCOB.

6. 3akaouenue

HccnenoBanne moAaTBepkaaeT, uro Kpumnrorpaduydeckue meronsl B 5G
00eCcrneurBaloT CyIIECTBEHHOE YIYUIIICHUE 3alIUThI 10 CPABHEHUIO C MPEIBIY-
UMY TIOKOJIEHUSIMU ceTell. OJIHAKO COXPaHSIOTCS KIII0YEBbIE MPOOIEMbI: BbI-
COKHE BBIUHUCIIUTEIIbHBIC 3aTpaThl, dHEpronorpediaenue loT-ycTpolicTB 1 HE0O-
XOAUMOCTb 00OpaTHON coBMecTUMOCTH. Ilepexon Ha MOCTKBAaHTOBBIE aJrO-
PUTMBI CO3/1a€T HOBBIE YSI3BUMOCTU. PermieHue TpeOyeT ONTUMM3ALNU
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CYCCTBYIOIINX MCTOJOB, p3.3pa6OTKI/I FI/I6pI/II[HBIX CHCTCM M CO3JaHMA CIICIIH-
AJIM3UPOBAHHLBIX aIlllapaTHBIX YCKOPHTGHCfI. OTH MCPBI ITIO3BOJIAT 00eCreYUTh
oe3omacHocTh 5G-ceTeit IIpHU COXpPAaHCHUU UX ITPOU3BOAUTCIIBHOCTH.
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