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The article is devoted to the application of artificial intelligence
(hereinafter — AI) technologies in the activities of Belarusian customs
authorities. It is emphasized that the use of Al is still limited, mainly
to X-ray inspection systems at the border. The prospect of introducing
automated kiosks for passenger control and the development of big data
analytics is noted. The importance of international cooperation in the field
of customs digitalization, especially with China and the EAEU countries,
is emphasized. Problems of legal regulation of the digital transformation
of customs authorities are noted: the lack of responsibility of Al systems
and the need for human control. In conclusion, it is noted that successful
digital transformation requires a comprehensive approach: infrastructure
modernization, legislative development, staff training and integration
with international standards. The potential of Al for improving the
efficiency and transparency of customs procedures is noted.
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CraTbs mocBsillieHa MPUMEHEHUIO TEXHOJIOTUN UCKYCCTBEHHOTO UH-
tesutekta (M) B esTeIbHOCTH TaMOXKEHHBIX opraHoB bemapycu. Ilog-
YyepKUBaeTCs, YTO Ucnosib3oBaHue MU 1moka orpaHn4YeHO — B OCHOBHOM
B CHCTE€Max PEHTTe€HOBCKOI'O JJOCMOTpa Ha rpaHulle. OTMeuaercs Iep-
CIIEKTUBA BHEJIPEHUSA aBTOMATU3UPOBAHHBIX KUOCKOB JIJIA IACCAKUP-
CKOTO KOHTPOJISI ¥ Pa3BUTHE aHAJUTHUKUA HA OCHOBE OOJIBIIUX JAaHHBIX.
[ToguepKHYTO 3HAUYEHUE MEXKIyHAPOJAHOI'O COTPYAHUUYECTBA B 00JIaCTH
nudpoBu3auu TaMoKHH, 0cobeHHo ¢ Kutaem u crpanamu EAJC. Ot-
MEeYaroTCs MPOo0JIEMBI IIPABOBOTO PETYJIUPOBaHUS UM POBOI TpaHCHOP-
MaIlyu TaMO>K€HHBIX OPTaHOB: OTCYTCTBHE OTBeTCTBeHHOCTH y UM -cu-
CTEM W HEOOXOAMMOCTh YeJIOBEUYECKOTO KOHTPOJisi. OO003HAYEHO, YTO
ycnenrHasi riudpoBas TpaHchopmarusa TpedyeT KOMIUIEKCHOTO IOAXO0-
Jla — MOJepHU3aIuu UHQPPACTPYKTYPhl, Pa3BUTUA 3aKOHO/IATEIbLCTBA,
00y4yeHUs mepcoHasIa ¥ HHTETPAIINU C MEXK/TyHAPOJHBIMY CTaH/IapTaMU.
Otmeuaercs noteHuuan MW s nosbitieHus 3¢pGEKTUBHOCTA U MPO-
3PAaYHOCTHU TAMO>KE€HHBIX IIPOIEYD.

Kmouegvie caoea: WCKYCCTBEHHBIN HHTEJUUIEKT; TaMOXKeHHOe
neJio; BHenpeHue; Pecriy6iuka besapych; mepcrneKTHUBEI.

The development of national artificial intelligence solutions
has been underway in Belarus since the latter half of the
20th century. Currently, the Republic of Belarus ranks 82nd out
of 174 countries in the Global AI Readiness Index [1].

At present, the use of Al technologies by Belarusian customs
authorities remains limited. While full integration into customs
operations and control processes is not yet evident, partial
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applications are observable, particularly through technical
equipment deployed at border checkpoints. According to
V. Orlovsky, Chairman of the State Customs Committee of
Belarus, AI components are employed in the scanning of high-
risk goods transiting from third countries through Russia into
Belarus. X-ray inspection systems (hereinafter — XISs) do more
than simply visualize cargo — they analyze the resulting images
using specialized software. All border checkpoints operating
along the western frontier are equipped with XISs [2].

Future integration strategies include the deployment
of AI technologies for automated passenger processing in
airports. Dedicated kiosks will be capable of scanning identity
documents and utilizing embedded cameras to perform
biometric verification.

Further developments in Al-enhanced X-ray analytics
were discussed in October 2024 during a meeting between
Vladimir Orlovsky and representatives of the Chinese
Embassy. The parties emphasized the growing effectiveness
of Belarus-China cooperation in customs modernization. The
meeting’s agenda covered bilateral engagement in technology
deployment, specifically Al-assisted border infrastructure.
Positive responses were expressed concerning the use of Al for
interpretation of X-ray imaging in customs inspection systems.
Enhancing the analytical capabilities of such systems was
recognized as increasingly vital for improving border security
and monitoring transboundary goods [3].

The processing of customs data generates large volumes
of information, which may be assessed using algorithmic
tools and machine learning methods. This analytical approach
enables pattern recognition, identification of potential
violations and risks, process optimization, and data-informed
decision-making. Data analytics strengthens the operational
responsiveness of customs services and contributes toimproved
risk mitigation.

Belarusian customs authorities are actively studying
international best practices as a foundation for establishing an
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environment conducive to Al integration. For example, in May
2024, Vladimir Orlovsky, visiting the Republic of Azerbaijan
as part of the presidential delegation of Belarus, met with
Shahin Baghirov, Chairman of the State Customs Committee
of Azerbaijan. Discussions centered on bilateral cooperation,
including AI deployment in customs modernization. At Baku’s
Main Customs Administration, Belarusian delegates observed
electronic customs procedures and reviewed the Trans-Caspian
Transit Customs Portal. They examined the implementation
of an Al-driven risk assessment system and a range of digital
services and projects [4].

Despite growing interest, legal constraints remain. Al
lacks autonomous judgment and accountability, rendering
it unsuitable for functions involving legal responsibility
for customs violations. For instance, Article 14.4(2) of the
Administrative Offenses Code of Belarus addresses non-
payment of duties due to negligence — a determination
Al systems cannot reliably perform [5]. Human oversight
will remain essential, both for AI system maintenance and
enforcement procedures.

As of now, Belarus lacks dedicated legal regulations
governing Al use in customs. Relevant legislation is under
development.  Nevertheless, foundational = provisions
concerning digital regulation are articulated in the Law of the
Republic of Belarus N 455-Z «On Information, Informatization,
and Information Protection», dated 10 November 2008.
Article 7 outlines government obligations to foster digital
technology through standardization and compliance
monitoring, while Article 8 defines the institutions responsible
for governance in this domain. Article 25 affirms the right
of public and private entities to develop IT systems and
networks [6].

Thus, current applications of AI in Belarusian customs
operations are minimal, with image analysis software
representing the primary example. The Belarusian customs
service continues to evaluate global practices and consolidate
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theoretical frameworks for future implementation. Although
legal infrastructure is still evolving, the potential for AI
integration remains substantial.

During an address at the International Customs Forum held
in Moscow in October 2021, the Head of the Main Information
Technology Directorate of the Russian Federal Customs Service
noted that automation in Russian customs began before the
establishment of the State Customs Committee in 1990. He
emphasized that customs are the only regulatory sector in the
Russian Federation permitting legally binding decisions made
by software agents — a legislative advancement unparalleled in
other domains [7].

A key consideration for successful implementation is the
professional training of customs personnel. Familiarity with Al
principles, data processing, and information analysis is critical.
Training programs and seminars are already being offered to
support employee development. In parallel, several national
projects aimed at process automation and risk analytics have
already been introduced [8].

The assessment of advanced technological solutions has
allowed fortheidentification of specificdomains within customs
control where automation may be effectively implemented —
particularly in procedural inspections, documentation
verification, and commodity classification.

The digital transformation of real-time physical border
control systems is aimed at automating customs clearance
procedures at border crossing points of the Eurasian Economic
Union. This agenda contributes to the creation of smart border
crossing points [9].

Sensor-based technologies integrated with intelligent
data processing systems are envisioned as core components
of these checkpoints. These devices will record the technical
specifications of transported goods and vehicles, enabling
the automated detection and interdiction of unauthorized
shipments of radioactive materials, nuclear substances, and
hazardous waste across national borders.
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Documentary automation and risk management customs
operations that rely solely on document verification-excluding
product sampling — can be delegated to specialized departments
within electronic declaration centers, enabling full automation
of those procedures. Replacing conventional paper certificates
withdigital onesmayresolve multiple operationalinefficiencies.
These electronic certificates must be structurally formalized to
support automated processing without manual intervention.
The information in the customs declaration is accompanied by
a large number of documents (documents confirming the fact
of the transaction, permits, transport documents, etc.), a list of
which is contained in column 44. Document verification forms
a key element of customs risk management systems [10].

Effective stewardship of digital technologies is a
contemporary priority, requiring collaborative analysis based
on global experiences and best practices.

The rapid evolution of robotics and algorithmic systems —
driven by deep neural networks — has produced increasingly
autonomous systems capable of independent decision-making.
While neural architectures have long been understood, recent
progress has enabled improved training and refinement of
network-based algorithms. As robotic complexity increases —
including in self-learning systems — so does the necessity for
enhanced accountability in scenarios involving potential harm
or liability.

In Belarusian legal scholarship, discourse on digital
system responsibility remains limited, with existing literature
primarily addressing isolated sectoral concerns. In contrast to
jurisdictions with established legal research on autonomous
technologies, Belarus faces nascent challenges in regulating
public interactions with robotic systems. This calls for the
assimilation of foreign legal doctrine and enforcement
practices in shaping nationally coherent strategies for legal
regulation.

Digital legislation resides at the intersection of several legal
branches —particularly civil, administrative, and information
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law. Harmonized legal regulation within the EAEU, alongside
alignment with global standards and norms is essential.

Legal categorization approaches current international legal
discourse offers three principal approaches to the legal status
of autonomous systems:

— technology as legal object: only natural or legal persons
can possess legal rights;

— system developers retain authorship of the underlying
technology;

— electronic legal entity: the concept of an electronic
person is introduced, with limited legal capacity. this raises
questions of status, product legitimacy, and potential shared
liability between the developer and the system;

— civil products extension: technologies producing new
legal objects may fall under provisions such as article 136
of the Civil Code («fruits, products, and income»), though
substantial adaptation of intellectual property law would be
required [11].

Legal reform priorities enhancements to liability regulation
should address: the origin of responsibility in automated
system applications; definition of liable parties; technical and
operational characteristics impacting risk attribution.

Integrated framework for digital customs transformation
comprehensive regulatory and operational strategies must
prioritize:

— data protection and legal compliance;

— long-term investment in human capital and technical
infrastructure;

— the establishment of clear legal definitions and
accountability frameworks for advanced technologies [11].

Advantages and implementation challenges key benefits of
digital systems in customs operations include:

— rapid analysis of large datasets and data-driven decision-
making;

— development of automated inspection tools for high-
risk cargo monitoring;
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— full automation of customs clearance procedures;

— intelligent checkpoint design for border processing;

— autonomous detection and prevention of unauthorized
or restricted goods;

— automated document verification and code assignment
based on semantic processing of unstructured information;

— barriers to adoption ethical, social, technical, and legal
challenges continue to constrain broad implementation.

In conclusion, it is worth noting that in the context of rapid
changes caused by the gradual digital transformation of the
global market, the further success of the digital transformation
of customs authorities depends on a comprehensive approach
that includes not only technical upgrades to infrastructure, but
also systemic changes in legal regulation and management, as
well as staff training and the development of new competencies
in the field of digital and information technologies. An
important condition is synchronization with international
standards and practices, which will allow successful models
to be scaled up and integrated into regional and interregional
digital platforms. Particular attention should be paid to the
introduction of breakthrough technologies such as artificial
intelligence, blockchain, big data and cloud solutions, which
can significantly improve the efficiency of customs control,
reduce bureaucratic barriers and increase the transparency of
procedures.

It is also necessary to take into account the challenges
associated with technical limitations, asymmetries in the
developmentofdigitalinfrastructurein EAEU partner countries,
and the imperfection of the legal framework for regulating
new technologies. Overcoming these challenges requires
active interdepartmental and international cooperation, as
well as investment in the development of digital literacy and
telecommunications infrastructure.

Particular attention should be paid to the introduction
of breakthrough technologies such as artificial intelligence,
blockchain, bigdata and cloud solutions, which can significantly
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improve the efficiency of customs control, reduce bureaucratic
barriers and increase the transparency of procedures.

In addition, it is necessary to take into account the
challenges associated with technical limitations, asymmetries
in the development of digital infrastructure in EAEU partner
countries, and the imperfection of the legal framework for
regulating new technologies. Overcoming these challenges
requires active interdepartmental and international
cooperation, as well as investment in the development of digital
literacy and telecommunications infrastructure. Ultimately, a
comprehensive and strategic approach to the digitalization of
customs authorities will not only improve their operational
efficiency, but also strengthen the position of the Republic
of Belarus as one of the leaders of digital transformation in
the region, contributing to the sustainable development of
international trade and economic security.
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