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**РЕФЕРАТ**

Дипломная работа по теме «Аппаратная реализация алгоритма шифрования RSA» содержит:

* 31 страница,
* 18 иллюстраций (рисунков),
* 1 таблицу,
* 3 приложения,
* 6 использованных источников.

Используются следующие ключевые слова: криптография с открытым ключом, RSA алгоритм, шифрование.

Целью дипломной работы является разработка синтезируемой программы RSA алгоритма, для реализации и анализа ассиметричного метода шифрования.

В дипломной работе получены следующие результаты:

1) Определены типы шифрования, их положительные и негативные стороны.

2) Рассмотрены алгоритмы, используемые в актуальном шифровании, а также устаревшие алгоритмы.

3) Проведён краткий анализ устаревания алгоритмов.

4) Получены программная реализация алгоритма на языке программирования С#, C++, SystemVerilog.

5) Проведено сравнение эффективности разработанных алгоритмов.

Дипломная работа выполнена автором самостоятельно.

\_\_\_\_\_\_\_\_\_\_\_\_\_

(Подпись студента)

**РЭФЕРАТ**

Дыпломная работа па тэме "Апаратная рэалізацыя алгарытму шыфравання RSA" змяшчае:

• 31 старонка,

• 18 ілюстрацый (малюнкаў),

• 1 табліцу,

• 3 прыкладанні,

• 6 выкарыстаных крыніц.

Выкарыстоўваюцца наступныя ключавыя словы: крыптаграфія з адкрытым ключом, RSA алгарытм, шыфраванне.

Мэтай дыпломнай працы з'яўляецца распрацоўка сінтэзаванай праграмы RSA алгарытму, для рэалізацыі і аналізу асіметрычнага метаду шыфравання.

У дыпломнай рабоце атрыманы наступныя вынікі:

1) Вызначаны тыпы шыфравання, іх станоўчыя і негатыўныя бакі.

2) Разгледжаны алгарытмы, якія выкарыстоўваюцца ў актуальным шыфраванні, а таксама састарэлыя алгарытмы.

3) Праведзены кароткі аналіз састарэння алгарытмаў.

4) Атрыманы праграмная рэалізацыя алгарытму на мове праграмавання З#, C++, SystemVerilog.

5) Праведзена параўнанне эфектыўнасці распрацаваных алгарытмаў.

Дыпломная работа выканана аўтарам самастойна.
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(Подпіс студэнта)

**ANNOTATION**

The thesis on the topic "Hardware implementation of the RSA encryption algorithm" contains:

• 31 pages,

• 18 illustrations (drawings),

• 1 table,

• 3 applications,

• 6 sources used.

The following keywords are used: public key cryptography, RSA algorithm, encryption.

The purpose of the thesis is to develop a synthesized RSA algorithm program for the implementation and analysis of an asymmetric encryption method.

The following results were obtained in the thesis work:

1) The types of encryption, their positive and negative aspects are determined.

2) The algorithms used in the current encryption, as well as outdated algorithms, are considered.

3) A brief analysis of the obsolescence of algorithms was carried out.

4) A software implementation of the algorithm in the C#, C++, SystemVerilog programming languages ​​has been obtained.

5) The efficiency of the developed algorithms was compared.

The thesis work was done by the author independently.
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