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**АННОТАЦИЯ**

**1. Структура и объем дипломной работы.**

Дипломная работа состоит из задания на дипломную работу, оглавления, реферата дипломной работы, введения, четырех глав, заключения, списка использованных источников и литературы и одного приложения. Общий объем работы составляет 54 страницы. Список использованной литературы занимает 11 страниц и включает 114 позиций.

**2. Перечень ключевых слов.**

КИБЕРБЕЗОПАСНОСТЬ, МЕЖДУНАРОДНЫЕ ОТНОШЕНИЯ, КИБЕРПРОСТРАНСТВО, КИБЕРПРЕСТУПНОСТЬ, КИБЕРТЕРРОРИЗМ, ИНФОРМАЦИОННО-КОММУНИКАЦИОНННЫЕ ТЕХНОЛОГИИ.

**3. Текст реферата.**

*Объект исследования* – кибербезопасность как часть системы международной безопасности.

*Предмет исследования* – проблемы и вызовы кибербезопасности в международных отношениях и подходы к ее обеспечению.

*Цель исследования* – изучение подходов отдельных государств к обеспечению кибербезопасности и анализ современных угроз безопасности в международном киберпространстве.

*Методы исследования.* В работе использованы общенаучные методы контекстуального, терминологического, структурно-функционального, контент- и ивент-анализа, описательное и аналитическое исследование, а также системный, сравнительный и институциональный методы.

*Полученные результаты и их новизна.* В данной работе комплексно исследована терминологическая система кибербезопасности на предмет выявления наличия системности и проанализированы отдельные аспекты кибербезопасности в современном мире, что позволит расширить подходы к изучению данной проблематики и послужит основой для дальнейшего изучения исследуемой проблемы.

*Достоверность материалов и результатов дипломной работы.* Использованные материалы и результаты дипломной работы являются достоверными. Работа выполнена самостоятельно.

*Рекомендации по использованию результатов работы.* Результаты работы могут быть использованы для дальнейшего исследования и научной разработки проблематики кибербезопасности в международных отношениях, при подготовке учебников, в рамках курсов лекций или специальных дисциплин.

**АНАТАЦЫЯ**

**1. Структура і аб'ём дыпломнай работы.**

Дыпломная работа складаецца з задання на дыпломную работу, зместа, рэферата дыпломнай работы, уводзін, чатырох глаў, заключэння, спісу выкарыстаных крыніц і літаратуры і аднаго дадатку. Агульны аб'ём работы складае 54 старонкі. Спіс выкарыстанай літаратуры займае 11 старонак і ўключае 114 пазіцый.

**2. Пералiк ключавых слоў.**

КІБЕРБЯСПЕКА, МІЖНАРОДНЫЯ АДНОСІНЫ, КІБЕРПРАСТОРА, КІБЕРЗЛАЧЫННАСЦЬ, КІБЕРТЭРАРЫЗМ, ІНФАРМАЦЫЙНА-КАМУНІКАЦЫЙНЫЯ ТЭХНАЛОГІІ.

**3. Тэкст рэферата.**

*Аб'ект даследавання* – кібербяспека як частка сістэмы міжнароднай бяспекі.

*Прадмет даследавання* – праблемы і выклікі кібербяспекі ў міжнародных адносінах і падыходы да яе забеспячэння.

*Мэта даследавання* – вывучэнне падыходаў асобных дзяржаў да забеспячэння кібербяспекі і аналіз сучасных пагроз бяспекі ў міжнароднай кіберпрасторы.

*Метады даследавання.* У рабоце выкарыстаны агульнанавуковыя метады кантэкстуальнага, тэрміналагічнага, структурна-функцыянальнага, кантэнт - і івэнт-аналізу, апісальнае і аналітычнае даследаванне, а таксама сістэмны, параўнальны і інстытуцыянальны метады.

*Атрыманыя вынікі і іх навізна.* У дадзенай рабоце комплексна даследавана тэрміналагічная сістэма кібербяспекі на прадмет выяўлення наяўнасці сістэмнасці і прааналізаваны асобныя аспекты кібербяспекі ў сучасным свеце, што дазволіць пашырыць падыходы да вывучэння дадзенай праблематыкі і паслужыць асновай для далейшага вывучэння даследуемай праблемы.

*Дакладнасць матэрыялаў і вынікаў дыпломнай работы.* Выкарыстаныя матэрыялы і вынікі дыпломнай работы з'яўляюцца дакладнымі. Работа выканана самастойна.

*Рэкамендацыі па выкарыстанні вынікаў работы.* Вынікі дыпломнай работы могуць быць выкарыстаны для далейшага даследавання і навуковай распрацоўцы праблематыкі кібербяспекі ў міжнародных адносінах, пры падрыхтоўцы падручнікаў, у рамках курсаў лекцый або спецыяльных дысцыплін.

**ANNOTATION**

**1. Structure and scope of the diploma thesis.**

The diploma thesis consists of diploma thesis assignment, table of contents, diploma thesis abstract, introduction, four chapters, conclusion, list of references and three addendums. Total scope of thesis is 54 pages. The list of references occupies 11 pages and includes 114 positions.

**2. Keywords.**

CYBERSECURITY, INTERNATIONAL RELATIONS, CYBERSPACE, CYBERCRIME, CYBERTERRORISM, INFORMATION AND COMMUNICATION TECHNOLOGIES.

**3. Text of the abstract.**

*Object of the research* – cybersecurity as a part of the international security system.

*Subject of the research* – the problems and challenges of cybersecurity in international relations and approaches to providing it.

*Purpose of the research* – the research of the approaches of individual States to providing cybersecurity and analysis of modern threats to security in international cyberspace.

*Methods of the research*. In the thesis are used general scientific methods of contextual, terminological, structural and functional, content and event analysis, descriptive and analytical research, as well as system, comparative and institutional methods.

*Results and novelty of the diploma thesis.* In the thesis the terminological system of cybersecurity is comprehensively investigated to identify the presence of systemicity and analyze certain aspects of cybersecurity in the modern world, which will expand approaches to the study of this problem and serve as a basis for further study of the problem.

*Authenticity of the materials and results of the diploma thesis.* The materials used in the diploma thesis and it results are authentic. The research has been done independently.

*Recommendations on the use of results of the diploma thesis*. The results of the thesis can be used for a further research and scientific development of cybersecurtity issues in international relations, in the preparation of textbooks, within courses of lectures or special disciplines.